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Healthcare Forms



Health Insurance Claim Forms:
Your Prescription for Compliant, Convenient Billing

Satisfy Recordkeeping Requirements with  
CMS-1500 Health Insurance Claim Forms
... for use by all medical facilities

Federal regulations require all healthcare providers to use  

the CMS-1500 Form for specific billing. This form includes the 

National Provider Identifier, which all HIPAA-covered entities 

must use.

■   Printed with OCR “dropout” red ink on 20# paper,  

according to government regulations

■   Available in continuous, laser and snap-apart

Protect Vital Information with the Confidential Employee 
Medical Records Folder
These durable folders are perfect for storing your required FMLA forms and for 

documenting accident and illness information as required by OSHA.

■   Heavy-duty for prolonged use

■   Record key information right on the folder

02/12 Version CMS-1500 Laser-Cut and Continuous Forms

Item # Item Description Paper/Sequence* Quantity  
Per Case

CMS12LC Laser-Cut Sheet (02/12) 20# (W) 2,500

CMS12LC1 Laser-Cut Sheet (02/12) 20# (W) 1,000

CMS12LC500 Laser-Cut Sheet (02/12) 20# (W) 500

CMS12LC250 Laser-Cut Sheet (02/12) 20# (W) 250

CMS1212 1-Part Continuous (02/12) 20# (W) 2,000

CMS1211 1-Part Continuous (02/12) 20# (W) 1,000

CMS12W2 2-Part Continuous (02/12) Carbonless (All W) 1,000

*W (White) / C (Canary) / P (Pink)

9 3/8" x 11 ¾" x ¼" (25 per package)

ComplyRight® Confidential Employee  
Medical Records Folder

Item # A2211



UB-04

Reduce Billing Errors with  
UB-04 Health Insurance Claim Forms
... for use by hospitals and institutions

Designed for hospitals to file a medical claim  

with the patient’s insurance carrier, Form UB-04 is 

printed with OCR  “dropout” red ink on 20# paper. 

■   Available in both continuous and laser formats

■   All parts printed on white carbonless stock

UB-04 Health Insurance Claim Forms (CMS-1450)

Item # Item Description Paper/Sequence* Quantity Per Case

UB04LC UB-04 Laser-Cut Sheet 20# (W) 2,500

UB04LC1 UB-04 Laser-Cut Sheet 20# (W) 1,000

UB04LC5 UB-04 Laser-Cut Sheet 20# (W) 500

*W (White)

What Makes a CMS-1500 or UB-04 Form Compliant?  
For starters, these forms must adhere to strict printing standards that govern the layout, paper and ink. Each must 

have accurate content and conform to the Health Insurance Portability and Accountability Act (HIPAA).

Furthermore, these billing forms were developed in conjunction with all governing agencies, including the National 

Uniform Claim Committee, the National Uniform Billing Committee, the CMS Centers for Medicare and Medicaid 

Services, the Health and Human Services Agency, and the American Hospital Association. 

As a result, you can be confident our forms are up-to-date and fully compliant with the law.

Compliance is Critical



Dental Solutions

Use the Latest Version of  
the ADA Dental Claim Form
Work with the most current claim/attending dentist form,  

as authorized by the American Dental Association (ADA).

■   Available in both continuous and laser formats

■   100% compliant with ADA guidelines

Submit Claims with ADA Envelopes
Send your practice’s ADA claims and attending 

dentist’s forms in convenient self-seal envelopes. 

■   Comes with security tint to meet  

HIPAA guidelines

■   Accommodates up to 12 folded ADA  

Claim Forms

Secure Records with the ComplyRight® 
Orthodontic Case Analysis Envelo-File
Safely store patient documents, in addition to logging 

important details for quick reference. 

■   Designed for long-term durability

■   Record key information right on the folder

ADA Dental Claim Forms

Item # Item Description Paper/ Sequence* Quantity Per Case

20241 Laser-Cut Sheet (2019) 20# (W) 2,500

202411 Laser-Cut Sheet (2019) 20# (W) 1,000

20241500 Laser-Cut Sheet (2019) 20# (W) 500

20241100 Laser-Cut Sheet (2019) 20# (W) 100

*W (White)

ComplyRight® Orthodontic  
Case Analysis Envelo-File

Item # A1048

9½" x 11¾" (25 per package)

ADA Self-Seal Window Envelopes

Item # Item Description Quantity Per Case

2003ES 41/8" x 9"  Version 2012 500
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Our Promise
The privacy of your health information is important to us. We understand that your 
health information is personal and we are committed to protecting it. This notice 
describes how we may use and disclose your protected health information to carry out 
treatment, payment or health care operations and for other purposes that are permitted 
or required by law. It also describes your rights to access and control your protected 
health information. “Protected health information” is information about you, including 
demographic information, that may identify you and that relates to your past, present 
or future physical or mental health or condition and related health care services.

Our Legal Duty
We are required by law to maintain the privacy of your protected health information; 
give you this notice of our legal duties and privacy practices with respect to your 
protected health information; and follow the terms of our notice that are currently 
in effect. We may change the terms of our notice at any time. The new notice will be 
effective for all protected health information that we maintain at the time as well as 
any information we receive in the future. You can obtain any revised HIPAA Notice of 
Privacy Practices by contacting our office.

How We May Use and Disclose Your Protected 
Health Information 
The following examples describe different ways that we may use and disclose your 
protected health information. These examples are not meant to be exhaustive, but to 
describe the types of uses and disclosures that may be made by our office. We are 
permitted to use and disclose your protected health information for the following 
purposes. However, our office may never have reason to make some of these disclosures.
For Treatment
We will use and disclose your protected health information to provide, coordinate, 
or manage your health care treatment and any related services. We may also 
disclose protected health information to other physicians who may be treating you.  
For example, your protected health information may be provided to a physician 
to whom you have been referred to ensure that the physician has the necessary 
information to diagnose or treat you.
In addition, we may disclose your protected health information from time-to-time 
to another physician or health care provider (e.g., a specialist or laboratory) who, 
at the request of your physician, becomes involved in your care by providing assistance 
with your health care diagnosis or treatment.
For Payment
Your protected health information will be used, as needed, to obtain payment for your 
health care services. This may include certain activities that your health insurance plan 
may undertake before it approves or pays for the health care services we recommend 
for you, such as making a determination of eligibility or coverage for insurance benefits, 
reviewing services provided to you for medical necessity, and undertaking utilization 
review activities. For example, obtaining approval for a hospital stay may require that 
your relevant protected health information be disclosed to your health plan to obtain 
approval for hospital admission.
For Health Care Operations
We may use and disclose your protected health information for health care operation 
purposes. These uses and disclosures are necessary to make sure that all of our 
patients receive quality care and for our operation and management purposes. 
For example, we may use your protected health information to review the treatment 
and services you receive to check on the performance of our staff in caring for you.  
We also may disclose information to doctors, nurses, technicians, medical students, 
and other personnel for educational and learning purposes. The entities and 
individuals covered by this notice also may share information with each other 
for purposes of our joint health care operations.
Appointment Reminders/Treatment Alternatives/Health-Related 
Benefits and Services
We may use and disclose your protected health information to contact you to remind 
you that you have an appointment for treatment or medical care, or to contact you to 
tell you about possible treatment options or alternatives or health related benefits and 
services that may be of interest to you. 
Fundraising Activities
We may use or disclose your demographic information and the dates that you received 
treatment from your physician, as necessary, in order to contact you for fundraising 
activities supported by our office. If you do not want to receive these materials, please 
contact our office and request that these fundraising materials not be sent to you.
Plan Sponsors
If your coverage is through an employer sponsored group health plan, we may share 
protected health information with your plan sponsor. 
Facility Directories
Unless you object, we may use and disclose in our facility directory your name, 
the location at which you are receiving care, your condition (in general terms), 
and your religious affiliation. All of this information, except religious affiliation, will 
be disclosed to people that ask for you by name. Members of the clergy will be told 
your religious affiliation. You have the opportunity to agree or object to the use or 
disclosure of all or part of your protected health information. If you are not present 
or able to agree or object to the use or disclosure of the protected health information, 
then your physician may, using professional judgment, determine whether the 
disclosure is in your best interest. In this case, only the protected health information 
that is relevant to your health care will be disclosed.
Others Involved in Your Health Care
Unless you object, we may disclose to a member of your family, a relative, a close 
friend or any other person you identify, your protected health information that 
directly relates to that person’s involvement in your health care. If you are unable 
to agree or object to such a disclosure, we may disclose such information as necessary 
if we determine that it is in your best interest based on our professional judgment. 
We may use or disclose protected health information to notify or assist in notifying 
a family member, personal representative or any other person that is responsible for 
your care of your location, general condition or death. Finally, we may use or disclose 
your protected health information to an authorized public or private entity to assist 
in disaster relief efforts and to coordinate uses and disclosures to family or other 
individuals involved in your health care.
Required by Law
We may use or disclose your protected health information to the extent that the use or 
disclosure is required by law. The use or disclosure will be made in compliance with the

 law and will be limited to the relevant requirements of the law. You will be notified, 
as required by law, of any such uses or disclosures.
Public Health
We may disclose your protected health information for public health activities and 
purposes to a public health authority that is permitted by law to collect or receive the 
information. The disclosure will be made for the purpose of controlling disease, injury 
or disability. We may also disclose your protected health information, if directed by 
the public health authority, to a foreign government agency that is collaborating with 
the public health authority.
Business Associates
We may disclose your protected health information to our business associates that 
perform functions on our behalf or provide us with services if the information is 
necessary for such functions or services. For example, we may use another company 
to perform billing services on our behalf. All of our business associates are obligated, 
under contract with us, to protect the privacy of your information and are not allowed 
to use or disclose any information other than as specified in our contract.
Communicable Diseases
We may disclose your protected health information, if authorized by law, to a person 
who may have been exposed to a communicable disease or may otherwise be at risk  
of contracting or spreading the disease or condition.
Health Oversight
We may disclose your protected health information to a health oversight agency for 
activities authorized by law, such as audits, investigations, and inspections. Oversight 
agencies seeking this information include government agencies that oversee the health 
care system, government benefit programs, other government regulatory programs 
and civil rights laws.
Food and Drug Administration
We may disclose your protected health information to a person or company required 
by the Food and Drug Administration to report adverse events, product defects or 
problems, biologic product deviations, track products to enable product recalls, to 
make repairs or replacements, or to conduct post marketing surveillance, as required 
by law.
Coroners, Funeral Directors, and Organ Donation
We may disclose your protected health information to a coroner or medical examiner 
for identification purposes, determining cause of death or for the coroner or medical 
examiner to perform other duties authorized by law. We may also disclose your 
protected health information to a funeral director, as authorized by law, in order  
to permit the funeral director to carry out their duties. We may disclose such 
information in reasonable anticipation of death. Protected health information may  
be used and disclosed for cadaveric organ, eye or tissue donation purposes.
Research
We may disclose your protected health information to researchers when their 
research has been approved by an institutional review board that has reviewed the 
research proposal and established protocols to ensure the privacy of your protected 
health information.
Criminal Activity
Consistent with applicable federal and state laws, we may disclose your protected 
health information, if we believe that the use or disclosure is necessary to prevent or 
lessen a serious and imminent threat to the health or safety of a person or the public. 
We may also disclose your protected health information if it is necessary for law 
enforcement authorities to identify or apprehend an individual.
Military Activity and National Security
When the appropriate conditions apply, we may use or disclose protected health 
information of individuals who are Armed Forces personnel (1) for activities deemed 
necessary by appropriate military command authorities; (2) for the purpose of a 
determination by the Department of Veterans Affairs of your eligibility for benefits, 
or (3) to foreign military authority if you are a member of that foreign military 
services. We may also disclose your protected health information to authorized federal 
officials for conducting national security and intelligence activities, including for the 
provision of protective services to the President or others legally authorized.
Workers’ Compensation
Your protected health information may be disclosed by us as authorized to comply 
with workers’ compensation laws and other similar legally established programs.
Inmates
We may use or disclose your protected health information if you are an inmate of 
a correctional facility and your physician created or received your protected health 
information in the course of providing care to you.
For Data Breach Notification Purposes
We may use or disclose your protected health information to provide legally required 
notices of unauthorized acquisition, access, or disclosure of your health information. 
We may send notice directly to you or provide notice to the sponsor of your plan, 
if applicable, through which you receive coverage.
Required Uses and Disclosures
Under the law, we must make disclosures to you and when required by the Secretary 
of the U.S. Department of Health and Human Services to investigate or determine our 
compliance with the requirements of Section 164.500 et. seq.

Special Protections for HIV, Alcohol and Substance 
Abuse, Mental Health and Genetic Information
Certain federal and state laws may require special privacy protections that restrict the 
use and disclosure of certain health information, including HIV-related information, 
alcohol and substance abuse information, mental health information, and genetic 
information. For example, a health plan is not permitted to use or disclose genetic 
information for underwriting purposes. Some parts of this HIPAA Notice of Privacy 
Practices may not apply to these types of information. If your treatment involves this 
information, you may contact our office for more information about these protections.

Uses and Disclosures of Protected Health Information 
Based Upon Your Written Authorization
Uses and disclosures of your protected health information that involve the release  
of psychotherapy notes (if any), marketing, sale of your protected health information, 
or other uses or disclosures not described in this notice will be made only with your 
written authorization, unless otherwise permitted or required by law. You may 

revoke this authorization at any time, in writing, except to the extent that this office 
has taken an action in reliance on the use or disclosure indicated in the authorization. 
Additionally, if a use or disclosure of protected health information described above in 
this notice is prohibited or materially limited by other laws that apply to use, it is our 
intent to meet the requirements of the more stringent law.

Your Rights Regarding Health Information About You
The following is a statement of your rights with respect to your protected health 
information and a brief description of how you may exercise these rights.
You have the right to inspect and copy your protected health information. 
This means you may inspect and obtain a copy of your protected health information 
that is contained in your designated file for as long as we maintain the protected 
health information. A “designated file” contains medical and billing records and  
any other records that your physician and the office uses for making decisions about 
you. Under federal law, however, you may not inspect or copy the following records: 
psychotherapy notes, information compiled in reasonable anticipation of, or use in,  
a civil, criminal, or administrative action or proceeding, and protected health 
information that is subject to law that prohibits access to protected health information. 
You must make a written request to inspect and copy your designated file. We may 
charge a reasonable fee for any copies.
Additionally, if we maintain an electronic health record of your designated file, 
you have the right to request that we send a copy of your protected health information 
in an electronic format to you or to a third party that you identify. We may charge 
a reasonable fee for sending the electronic copy of your protected health information.
Depending on the circumstances, we may deny your request to inspect and/or copy 
your protected health information. A decision to deny access may be reviewable. 
Please contact our office if you have questions about access to your medical record. 
You have the right to request a restriction of your protected health information. 
This means you may ask us not to use or disclose any part of your protected health 
information for the purposes of treatment, payment or healthcare operations. You may 
also request that any part of your protected health information not be disclosed to 
family members or friends who may be involved in your care or for notification 
purposes as described in this HIPAA Notice of Privacy Practices. Your request must 
state the specific restriction requested and to whom you want the restriction to apply.
This office is not required to agree to a restriction unless you are asking us to restrict the 
use and disclosure of your protected health information to a health plan for payment or 
health care operation purposes and such information you wish to restrict pertains solely 
to a health care item or service for which you paid us out-of-pocket in full. If this office 
believes it is in your best interest to permit the use and disclosure of your protected 
health information, your protected health information will not be restricted. If this office 
does agree to the requested restriction, we may not use or disclose your protected health 
information in violation of that restriction unless it is needed to provide emergency 
treatment. With this in mind, please discuss any restriction you wish to request with 
your physician. You may request a restriction by contacting our office.
You have the right to restrict information given to your third-party payer 
if you fully pay for the services out of your pocket. If you pay in full for services 
out of your own pocket, you can request that the information regarding the services 
not be disclosed to your third-party payer because no claim is being made against the 
third-party payer.
You have the right to request to receive confidential communications from 
us by alternative means or at an alternative location. We will accommodate 
reasonable requests. We may also condition this accommodation by asking you for 
information as to how payment will be handled or specification of an alternative 
address or other method of contact. We will not request an explanation from you 
as to the basis for the request. Please make this request in writing to our office.
You may have the right to have your physician amend your protected health 
information. This means you may request an amendment of protected health 
information about you in your designated file for as long as we maintain this 
information. In certain cases, we may deny your request for an amendment. 
If we deny your request for amendment, you have the right to file a statement 
of disagreement with us and we may prepare a rebuttal to your statement and will 
provide you with a copy of any such rebuttal. Please contact our office if you have 
questions about amending your medical record. Your request must be in writing 
and provide the reasons for the requested amendment.
You have the right to receive an accounting of certain disclosures we have 
made, if any, of your protected health information. This right applies to 
disclosures for purposes other than treatment, payment or health care operations as 
described in this HIPAA Notice of Privacy Practices. It excludes disclosures we may 
have made to you, for a facility directory, to family members or friends involved in 
your care, or for notification purposes. The right to receive this information is subject 
to certain exceptions, restrictions and limitations. Additionally, limitations are 
different for electronic health records.
You have the right to obtain a paper copy of this notice from us, 
upon request, even if you have agreed to accept this notice electronically.
You have the right to receive notice of a security breach. We are required to 
notify you if your protected health information has been breached. The notification 
will occur by first-class mail within 60 days of the event. A breach occurs when 
there has been an unauthorized use or disclosure under HIPAA that compromises 
the privacy or security of your protected health information. The notice will contain 
the following information: (1) a brief description of what happened, including the 
date of the breach and the date of the discovery of the breach; (2) the steps you 
should take to protect yourself from potential harm resulting from the breach;  
and (3) a brief description of what we are doing to investigate the breach, mitigate 
losses, and to protect against further breaches.

Complaints
IF YOU HAVE ANY QUESTIONS OR COMPLAINTS ABOUT THIS NOTICE, 
PLEASE ASK TO SPEAK TO OUR PRIVACY OFFICER.
If you think we may have violated your privacy rights, please contact our privacy 
officer. You may also file a complaint with the U.S. Department of Health and 
Human Services. We will provide you with the address to file your complaint with 
the U.S. Department of Health and Human Services. We will not retaliate against 
you for filing a complaint.

Effective date:  4/1/2022

HIPAA We Care About  
Your Privacy
Notice of Privacy Practices

Protecting your confidential health information is important to us. This notice describes how medical information 
about you may be used and disclosed and how you can get access to this information. Please review it carefully.

This product is designed to provide accurate and authoritative information. However, it is not a substitute for legal advice and does not provide legal opinions on any specific facts or services. The information is provided with 
the understanding that any person or entity involved in creating, producing or distributing this product is not liable for any damages arising out of the use or inability to use this product. You are urged to consult an attorney 
concerning your particular situation and any specific questions or concerns you may have. Important note: This is approved for use by the purchaser only. This product may not be shared publicly or with third parties.
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What is considered protected health information?
PHI is generally any individually identifiable information that is 
transmitted or maintained by electronic or other media that relates 
to an individual’s past, present or future physical or mental health, 
treatment, payment for services or healthcare operations. To be 
PHI, the information must identify the individual or provide  
a reasonable basis for identifying the individual.
Examples of PHI include:

■ A person’s name, address, birth date, e-mail address
■ Medical records, prescriptions, lab work and test results
■ Billing records, referral authorizations, claim information

We must protect all PHI that includes items such as medical 
records, diagnoses, X-rays, photos and images, prescriptions,  
lab work and test results, billing records, claim data, referral 
authorizations and explanation of benefits. 

Who is authorized to access confidential PHI?
Information that our office collects or creates that relates to patient 
health or to patient care can only be used in limited ways without 
patient authorization. Patient authorization is not required when 
doctors, nurses and others use information about patients to determine 
what services they should receive or to review the quality of their care. 
PHI may also be used without patient authorization to bill patients  
(or their insurance companies) for the services they received or to 
fulfill other necessary administrative and support functions. 
Disclosure is also permitted without authorization in a number  
of other situations. These include:

■ Healthcare providers are required to report certain 
communicable diseases to state health agencies, even  
if the patient doesn’t want the information reported.

■ Courts have the right to order healthcare providers to  
release patient information with appropriate court orders.

■ Under limited circumstances, healthcare providers may 
disclose PHI to police (such as reporting certain wounds  
or injuries, or to comply with a court-ordered warrant  
or grand jury subpoena).

■ When physicians or other people providing patient care 
suspect child abuse or elder abuse, they must report it to  
state agencies.

■ Healthcare providers report information to coroners  
and funeral directors in cases where patients die.

These disclosures are further explained in our Notice of Privacy 
Practices. For many other uses and disclosures of PHI, our office 
must get a signed authorization from the patient.

What is the “minimum necessary” standard?
The minimum necessary standard in the HIPAA Privacy Rule 
requires that when a covered entity uses or discloses protected health 
information or requests protected health information from another 
covered entity, the covered entity must make reasonable efforts  

to limit protected health information to that which is reasonably 
necessary to accomplish the intended purpose of the use, disclosure 
or request. You are expected to apply the minimum-necessary 
standard when you access PHI. For example, although physicians 
and nurses may need to view the entire medical record, a billing 
clerk would likely only need to see a specific report to determine 
the billing codes. You are permitted to access and use only the 
minimum patient information necessary to do your own job.

What rights do patients have to their PHI?
Patients’ rights under HIPAA are described in our Notice  
of Privacy Practices. These rights include:

■ Right to Receive a Paper Copy of the “Notice of Privacy 
Practices.” This notice informs patients of their HIPAA  
rights and how to exercise them. 

■ Right of Access. Patients may request to inspect their medical 
record and may request copies, including electronic records.

■ Right to Request an Amendment. Patients may file  
a request for an amendment to their medical record.

■ Right to an Accounting of Disclosures. Patients have the right  
to receive an accounting of disclosures which documents those 
disclosures for which the patient has not signed an authorization.

■ Right to Request Restrictions. Patients have the right to 
request restrictions on how we will communicate with  
the patient or release information.

■ Right to Complain. Patients have the right to complain 
if they think their privacy rights have been violated.

■ Right to Receive Notice of a Security Breach. Patients have the 
right to be notified if their health information has been breached.

If a patient requests any of the above, please refer them to our 
Privacy Officer. 

What steps must I take to safeguard PHI?
Here are some common ways that employees can protect patient privacy:

■ Talk on the phone in closed quarters, and be careful what  
you disclose aloud.

■ Close patient room doors when discussing treatments  
and administering procedures. 

■ Avoid discussions about patients in elevators and office hallways.
■ Do not leave messages on answering machines regarding 

patient conditions or test results.
■ Avoid paging patients using identifiable information,  

such as their condition or name of physician.
■ Avoid leaving a patient’s medical file on your computer screen 

when you leave your desk. It is best to log off when leaving  
a workstation. In public areas, point computer monitors so 
visitors or people walking by cannot view information.

What if I see someone violate HIPAA?
If you become aware of any HIPAA violation, including a security 
breach, immediately report it to your supervisor or our Privacy Officer.

In accordance with the Health Insurance Portability and Accountability Act of 1996 (HIPAA), our office must 
ensure the confidentiality, integrity and availability of all the protected health information (“PHI”) it creates, 
receives, maintains or transmits. Our office must also protect against any reasonably anticipated hazards  
to the security and integrity of PHI. The following information and guidelines should provide all employees 
the information needed to properly handle and maintain PHI.

HIPAA Protecting 
Patient Privacy

This product is designed to provide accurate and authoritative information. However, it is not a substitute for legal advice and does not provide legal opinions on any specific facts or services. The information is provided with 
the understanding that any person or entity involved in creating, producing or distributing this product is not liable for any damages arising out of the use or inability to use this product. You are urged to consult an attorney 
concerning your particular situation and any specific questions or concerns you may have. Important note: This is approved for use by the purchaser only. This product may not be shared publicly or with third parties.

This product is designed to provide accurate and authoritative information. However, it is not a substitute for legal advice and does not provide legal opinions on any specific facts 
or services. The information is provided with the understanding that any person or entity involved in creating, producing or distributing this product is not liable for any damages 
arising out of the use or inability to use this product. You are urged to consult an attorney concerning your particular situation and any specific questions or concerns you may have.

Important note: This is approved for use by the purchaser only. This product may not be shared publicly or with third parties.

HIPAA
Employee Information

Health Insurance Portability & 
Accountability Act of 1996

What Are HIPAA’s Privacy Rules?
Our Company respects your privacy and understands that your personal 
health information is sensitive. According to the Health Insurance 
Portability and Accountability Act of 1996 (HIPAA), we cannot disclose 
your “protected health information” to others unless we have your 
permission – or unless the law authorizes or requires us to do so.

What Is Protected Health Information?
Protected health information (PHI) includes any “individually identifiable” 
health information that is maintained or transmitted through any medium 
(oral, written or electronic) relating to an individual’s past, present or future 
physical or mental health or healthcare. Health information is considered 
individually identifiable if it either identifies a person by name or creates 
a reasonable basis to believe the individual could be identified (through 
identifiers such as address, Social Security number, dates of service, 
telephone number, e-mail address or vehicle identification number).

How Is This Information Used?
Federal and state law allows us to use and disclose your PHI under 
certain situations, such as:
■ To determine eligibility for healthcare coverage
■ To transmit premium payments to a health insurance carrier
■ To provide test results to an officer of the company, government 

regulatory agencies or companies that require certain tests  
under contract

■ For pre-employment physicals and to determine fitness for duty 
for the employee’s job

■ To evaluate work-related injuries and comply with workers’ 
compensation laws

■ For requests for accommodation under the Americans with 
Disabilities Act (ADA) 

■ To administer leave under Family and Medical Leave Act (FMLA) 
(when applicable)

■ To comply with OSHA, MSHA and similar state laws
■ For judicial or administrative proceedings

What Are Your Rights Under HIPAA?
The records we create and maintain using your medical information 
belong to the company. You have a right, however, to:
■ Review and get a copy of your medical information, including billing 

records. You must make this request in writing, and we may deny 
your request for certain information.

■ Ask for a change of your medical information. If you think 
information about you is not correct or complete, you may request 
in writing that we correct the information.

■ Obtain a list of disclosures. You may request, in writing, 
a summary of when your medical information was shared 
without your written consent. 

In addition, HIPAA requires covered entities (such as doctors, 
pharmacies and insurance companies) to provide to you an explanation 
of their legal duties and privacy practices with respect to your protected 
health information. Upon request, the covered entity must provide a 
written copy of this explanation to you. 

How Do We Protect Your Information?
Your personal medical information is maintained in accordance with 
HIPAA and/or any other state or federal law to protect the privacy of 
such information. The confidentiality, integrity and availability of any 
electronically protected health information (EPHI) will be ensured  
via appropriate safeguards as specified under HIPAA’s privacy and  
security regulations.
In addition, your personal medical information is maintained  
in accordance with state law when such laws are more stringent  
than, but not contrary to, the federal law to protect the privacy  
of such information.

What If A Security Breach Occurs?
The HIPAA Breach Notification rules require the company to notify 
employees and other affected individuals when their protected health 
information is breached.  Depending on the type of breach and how 
many individuals are affected, this may also involve notifying the media 
and/or governmental enforcement agencies, and keeping a log of all 
breach incidents.
Examples of possible breaches may include but are not limited to:

■ Lost or stolen laptop, computer, flash drive, disk, etc.

■ Stolen password or credentials

■ Unauthorized access by an employee 

■ Unsecured or improper disposal of records

If you become aware of a suspected or actual breach, report the alleged 
breach to your supervisor or human resources department.

For more information, contact your  
supervisor or benefits administrator.

This notice describes how medical information about you may be used and 
disclosed and how you can get access to this information.

©2022 ComplyRight, Inc. 
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Prevent Processing Delays with CMS-1500 and UB-04 Jumbo Envelopes
Mailing claim forms unfolded becomes increasingly important as more insurance companies 

convert to optical scanning. When folded, forms may jam automatic scanning equipment and 

delay processing.

■   Accommodates up to 50 unfolded forms

■   Reduces processing complications 

Jumbo Window Envelopes

Item # Item Description Quantity Per Case

1500LL 9" x 12½"  Left Window CMS-1500 500

1500LR 9" x 12½" Right Window CMS-1500 500

1500RS 9" x 12½" Right Window CMS-1500 No Wording 500

1492LL 9" x 12½" Left Window UB-04 500

Available in smaller quantities of 100

Choose from Two Styles of CMS-1500 Window Envelopes
Our traditional #10½ size envelope accommodates up to 12 claim forms.

■   Available in either gum-seal or a self-seal style

■   Must be ordered in case quantities

CMS-1500 Window Envelopes

Item # Item Description Quantity Per Case

1500ES 4½" x 9½" Self-Seal 500

1500E 4½" x 9½" Gum-Seal 500
 

ComplyRight® HIPAA  
Employee Poster

Item # AR0953

17" x 24" (Laminated)

Disclose Mandatory HIPAA 
Rules to Employees

Educate your employees on how and 

when patients’ medical information 

may be used and disclosed, and what 

to do if a breach occurs.

ComplyRight® HIPAA Protecting  
Patient Privacy Poster

Item # A2126

12" x 18" (Laminated)

Explain HIPAA Rules  
to Employees 

Share the latest HIPAA rules 

with employees and outline their 

obligation to patients.

ComplyRight® HIPAA Notice  
of Privacy Practices Poster

Item # A2123

12" x 18" (Laminated)

Communicate HIPAA  
Rights to Patients

Display this poster in your waiting 

room or reception area to inform 

patients of their rights and 

responsibilities under HIPAA.
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1.  MULTI-STATE RESALE CERTIFICATE: We must have a valid Sales & Use Tax Certificate on file. If ComplyRight®  

drop ships product on your behalf to multiple states, we will need the applicable certificates.

2.  RETURNS: Absolutely NO unauthorized returns. Authorized returns will be issued with a minimum restock fee of 25%  

of product cost, excluding shipping charges. Returns are only accepted within 30 days of invoice date. Prior approval and 

Return Merchandise Authorization (RMA) number must be obtained before returning stock.

3.  UNDELIVERABLE RETURNS: Package carriers charge return freight on shipments that are undeliverable or have been 

refused by consignee. Due to this policy, ComplyRight® will charge returned freight charges on all packages refused by  

your customer or deemed undeliverable due to an inadequate or incomplete address. The cost of the returned freight  

will be the same as the original freight charged on the order.

4.  ADDRESS CORRECTIONS: All shipments with incomplete or inaccurate addresses resulting in address corrections  

will be charged an address correction fee of $21.00 per carton. Additional delivery fees apply for address changes,  

intercept requests, or rescheduled deliveries. REDIRECTED DELIVERY: A $16.00 per carton fee applies to successfully 

redirected UPS deliveries.

5.  RESHIPMENTS: Reshipments will ship the same manner as the original order. Our liability is limited to the replacement  

of forms only. We will not issue credits on duplicated orders. All claims must be made within 30 days. NO credit will be  

issued on reorders due to freight delays (i.e., weather, acts of God, etc.).

6.  CANCELLATIONS: No cancellations are accepted after an order has shipped! A cancellation is void if it reaches us after  

the merchandise has shipped. A $10.00 fee applies to order cancellations made more than 24 hours after submission  

if the order has not shipped. 

7.  NEW ACCOUNTS: All orders will be shipped Cash In Advance (Check, M/C, Discover, VISA, American Express accepted)  

until a line of credit is established. Credit checks begin after receipt of application.

8.  SHIPPING: All shipments F.O.B. from our nearest warehouse with available stock. WE ARE NOT RESPONSIBLE FOR 

SHIPPING DELAYS ONCE THE FREIGHT HAS LEFT OUR WAREHOUSE. Allow 1–2 business days for stock orders,  

7–10 business days for imprinted form orders and additional time for larger quantities.

9.  SATURDAY ORDERS: All orders received on Saturday will be processed as though  received on Monday.

For questions, email  info@complyright.com 

Pricing is available for download at complyrightdealer.com

mailto:info%40complyright.com?subject=Question
https://complyrightdealer.com/

